
 

secRMM 

Security Removable Media Manager 

Software Solution to Control and 

Secure Removable Storage  

Removable storage devices provide convenience and 

efficiency.  Unfortunately, these devices can be a real 

threat, leaving companies susceptible to data theft.  

Squadra Technologies’, secRMM, provides 

organizations the perfect tool to securely manage data 

assets while at the same time permitting productivity with 

the use of these devices. 

secRMM’s simple authorization policy rules allows 

organizations to control the who, what, where, when, 

and how of data copied from their network to removable 

storage devices.  In addition, secRMM’s detailed 

monitoring provides organizations advanced forensic 

analysis to combat unlawful and/or unauthorized 

disclosure of sensitive information.  
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7575 West Washington Ave.  
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+1 (760) 846-6844 

For More Information Contact: 
info@squadratechnologies.com  
 
Free Trial Download Visit: 
www.squadratechnologies.com 

Secure the Advantages 

 Detailed auditing/monitoring of removable 

storage device activity 

 Auditing includes complete source file path 

(local drives & network shares) 

 Monitors all storage devices including Mobile 

(smart phones/tablets), USB thumb drives, 

encrypted drives, CD/DVD, external hard 

drives & SD cards 

 Logs failed & successful file copy operations 

providing the who, what, where, when & how 

 Simple deployment: no additional framework 

required 

 Microsoft Integration: central management, 

monitoring, & reporting using Microsoft 

System Center and/or Active Directory 

 


