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Introduction

Security Removable Media Manager (secRMM) can be installed
(deployed) in your domain using Microsoft Active Directory.

NOTE: This document is 95% screenshots so don’t get discouraged
with the number of pages! Hopefully you will find that a picture is
really worth 1000 words.

Installation of secRMM using AD GPO

Prepare the Active Directory server

You should put the msi files you downloaded in the previous section
on a server share, in a separate folder. The documentation below
will assume the folder is C:\secRMM_GPO_Install\v6.0.2.0 (please
use the correct secRMM version number if you use the version within
the folder name). We will share the folder
C:\secRMM_GPO_Install\v6.0.2.0 so Active Directory can access it. In
the screen shot below, you can see the name of the server is
\\W2008R2X64DC and the share for
C:\secRMM_GPO_Install\v6.0.2.0 is named v6.0.2.0. Therefore,
other computers can access this share at \\W2008R2X64DC\v6.0.2.0.

[

3L File Action View Window Help

== nE G

& Group Pelicy Management
A _ﬁ Forest: CONTOS0.com
4 | 55 Domains
4 F3 CONTOSO.com

#:| Default Domain Policy
a2 secRMM Computer Rule 1
| secRMM Installation v6.0.3.0
a:] secRMM UserRule 1
= | Domain Controllers
=t Group Policy Objects
& WM Filters

t [ ] Starter GPOs
b g Sites

sti Group Policy Modeling

=

« Group Policy Results

. C\secRMM_GPD_Install\v6.0.2.0

Q{; )v|  + Computer - Local Disk (C:) = secRMM_GPO_Install » v6.0.2.0

Organize *  Indudeinlibrary +  Sharewith = Burn  Mew folder

| secRMM_Eventlog_ADMX LI

Marne *

E . secRMM_GPO_Install

;w200

| va1

J v4.7.0.0

| v3.G

J v5.6.0.3

| v5.8.0.0

J v5.9.0.0

B coz0
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x

General Sharing ISecuntyI Previous Versions I Customize I

— Metwork File and Folder Sharing
vb. 020
| | Shared

Metwork Path:
WW2DDERZX64DCwW6.0.2.0

— Advanced Sharing

Set custom permissions, create multiple shares, and set other
advanced sharing options.

@' Advanced Sharng...

Note the share permission below. We allow the “Domain Computers” read access to this share. This
will allow Active Directory access to the folder?!

2 File Sharing

Choose people on your network to share with

Type a name and then click Add, or click the arrow to find someone,

|| W Add
Marme Permission Level
2 Administrator Read/Write «
22 Administrators Owiner
22 Domain Computers Read

Download the secRMM software

Now that the directory structure has been created, we will download the files to go into the directories.
Go to http://www.squadratechnologies.com. Follow the screen shot below to get to the secRMM
download page.

1 The security in your environment might be set up differently. If this is the case and you are unsure of how to
allow Active Directory to access this folder, please contact Squadra Technologies support for assistance in setting
this up.
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&« c ‘@' [OF1 www.squadratechnologies.com/Products/secRMM/secRMMDownloads.aspx

|

squadra

Developed in USA

home software hardware services partners company

secRMM

secRMM Downloads

Home == secRMM == Downloads

b Overview
Download 3 Please specify your information to download secRMM.
 Documentation Once you click the submit button below.
you will be redirected to the download page
FVideo

First N
> Screenshots rstiame @ |
> Features Last Name 4 |

- Release Notes PN CErTT -
m Company | |

Phone #| |

%‘ | Country | |
Submit 5

If you have 64-bit and 32-bit computers in your environment, make sure to download both of the
installation files. Each zip file that you download will contain the Windows installation file (the file will

have a file extension of MSI). secRMMlInstallx64.zip will contain secRMMlInstallx64.msi and
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secRMMiInstallx86.zip will contain secRMMInstallx86.msi.
Please select a link(s) from the list below. Fully functional 30 day free
trial

Item Download link

Prerequiste: Microsoft Universal
C Runtime Update 3 (current Microsoft download center
MS patches contain this)

secRMM x84 install secRMMInstallxgd.zip

secRMM x86 install secRMMInstallx8e.zip

At the bottom of the secRMM download page, it will always show you the secRMM version you are
downloading. You should write the version number down so that when we perform the AD GPO steps
below we will have the secRMM version number.

Current Version9.6. 11 0jPosted Date: 12/22/2017

Extract the zip files and put the msi files into the share we created above.

Download the Microsoft Prerequisite software

secRMM relies on the Microsoft Visual C++ Redistributable dlls. Currently, secRMM is using the
“Microsoft Visual C++ 2015 Redistributable Update 3”. If you are keeping current with Microsoft
updates, this should already be installed on your systems. If your systems do not already have
“Microsoft Visual C++ 2015 Redistributable Update 3” installed (see below on how to check if you have it
already installed), please refer to the “secRMM Prerequisites Installation Guide” available from the
Squadra Technologies web site (the same page where you received this installation guide).

Checking for the Microsoft Prerequisite software

To see if the “Microsoft Visual C++ 2015 Redistributable Update 3” dlIs are already on your systems, you
can check in the Windows\system32 directory for a dll named vcruntime140.dll.
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I 4 = | System32
Home Share View
= v A » This PC » Local Disk () » Windows » System32

Mame

# Quick access |_] wveruntimel40.d11

[ This PC cruntimel40.dll Properties
¥ Network General Digital Signatures  Security Details  Previous Versions
Property Value
Description
File description  Microsoft® C Runtime Library
Type Application extension

File wersion 14.10.25008.0
Product name  Microsoft® Visual Studio® 2017
Product version  14.10.25008.0

Copyright = Microsoft Corporation. All ights reserved.
Size 85.1 KB

Date modfied 2772017 10:16 PM

Language English (United States)

Criginal filename  woruntime 140 dll

If the “Microsoft Visual C++ 2015 Redistributable Update 3” dlls are not on your systems and you install
secRMM, secRMM will generate an error (“Provider load failure”) and will not be able to function

properly.

Creating Group Policy Objects

If you are on a server prior to Windows 2012, you will access the “Group Policy Management” MMC as
shown below. If you are on Windows 2012 or greater, please use the next screenshot.
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Remote Desktop Services
5iy Active Directory Administrative Center
% Active Directory Domains and Trusts

f N 3 £ Active Directory Module for Windows PowerShell
| ¥— [l Active Directory Sites and Services
LY — | Active Directory Users and Computers
27 ADSI Edit
Administrator “;f
A= Component Services
Documents A Computer Management
5] Data Sources (ODBC)
Computer % DNS
Metwork
Control Panel

Local Security Palicy

Devices and Printers Performance Monitor

Security Configuration Wizard

Administrative Tools Server Manager

Services
Help and 5 t

Elp and suppar Share and Storage Management
Storage Explorer

System Configuration

Run...

1+ B 4 e e ) B

If you are on a Windows 2012 server, you will access the “Group Policy Management” MMC from the
“Server Manager” Window as shown in the screen shots below.

2@ Windows Server 2012 R2
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« Dashboard

i Local Server

ii All Servers

il ADDs

il DHCP QUICK START

e DNS

#§ File and Storage Services P
WHAT'S NEW
LEARN MORE

Server Manager

Dashboard WELCOME TO SERVER MANAGER

° Configure this lo

Add roles and fea

[

Add other servers

ROLES AND SERVER GROUPS

Roles:4 | Servergroups:1 | Servers total: 1

‘3, File  Action View Window Help

E;: Group Policy Management

& | »mlcHE

_% Group Policy Management
= _ﬁl Forest: squadra.com
= (£ Domains
= -JF'j squadra.com
i _secRMM_SalesAndMarketing
i Allow Remote Administration
i Default Domain Policy

L - ot s
i VML Filters
| Starter GPOs
@ Sites
565 Group Policy Modeling
¢ Group Policy Results

secRMM installation

i secRMMCentral WinRM and Eve
—| [imrmai =

Tools View

Active Directory Administrative Ce
Active Directory Domains and Trus
Active Directory Module for Winde
Active Directory Sites and Services
Active Directory Users and Compu
ADSI Edit

Component Services

Computer Management
Defragment and Optimize Drives
DHCP

DNS

I Group Policy Management I

-Mamr

Local Security Policy

QDBC Data Sources (32-bit)
QDBC Data Sources (64-bit)

Performance Monitor

Resource Monitor

Security Configuration Wizard
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E,-: Group Policy Management

3l File Action View Window Help

&= 2=8cHE

|34 Group Policy Management || Group Policy Obje:
= i\ Forest: squadra.com
. Contert i
= (&5 Domaing 3 | Delegation I
= 3 sguadra.com Name =
i _secRMM_SalesAndMarketir =/ _secRMM_SalesAn
i Allow Remote Administratior _EJ';'.IIDW Remate Admir

@ Default Domain Policy

@ secRMMCentral WinRM and
2 | Domain Controllers
[=RR=] Croup Policy Object

|=[ Defautt Domain Cort
|=[ Defautt Domain Palic
=[ secOutlook Evert L
ati

=[ _=ecRMM_Sales

=[ Allow Remote Ac P9
=] Default Domain ¢ Manage Backups... an
=] Default Domain | Open Migration Table Editor an
_%J' secOutlook Ever o v o1
—fj secOutiook Instz Mew Window from Here fflf
|=[ secRMM Event L file
=/ secRMM Installa Refresh oy
15[ sedRMM Installa: i
'=[ secRMM Installa Help

=F corDMM | iranes fla dict 11

neworo x|

MName:
|se.:HMM Installation v5.0.2.0

Source Starter GPO:

I{nune} j

Now in the list of defined GPOs, you will see the new GPO.
Right mouse click on the new GPO and in the popup menu, select Edit.
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E-: Group Policy Management ;lglll
Z File Action View Window Help |;|i|ﬁ|
&= 2m= 8 X ¢ HE
\#, Group Policy Management +| |secRMM Installation v&6.0.2.0
= _{S Forest: squadra.com Scope | . . :
=l [ Domains pe | Details I Settings | Delegation I
El 3 sguadra.com Links
i/ _secRMM_SalesAndMarketing |Iink5 in this location: -
i/ Allow Remote Administration m Isquadla.com J
ET’.,r Default Domain Folicy owing sites, domains, and OUs are linked to this GPO:
= A Back Up...
E?[ secRI\f'IMCent'al WinRM and Ever P o [ Enforced | Link Enabled | P
4| Domain Controllers Restore from Backup. ..
B (5 Group Policy Objects Import Settings. ..
=[ _secRMM_SalesAndMarketinn  Save Report...
I=[ Allow Remote Administration R | |
|=[ Default Domain Controllers P TE P |
= . : Mew Window from Here
é DecfcaluI; DokmEaln P:ll_lcy - ity Filtering
=[ secOutiook Eventlog Baday  gony L )
=] secOutiook Installation v1.0 Detete ttings in this GPO can only apply to the following groups, users, and computer
\=[ secRMM Event Log Backup ai
= i _ Rename :
\=[ secRMM Installation v5.6.0.: Refresh Wtherticated Users
\=[ secRMM Installation v5.8.0.C
secRMM Installation v5.9.0.0  Help

JEI s=cRMM Installatic
_EJ' secRMM License file dist - file copy
Add... Rem
_EJ' secRMM License file dist - logon script ove |
_EJ' sechMM SafeCopy Firewall Exception - ]
|=] secRMMCentral WinRM and Event Forwarding WMI Filtering
Er WMI Filters This GPO is linked to the following WM filter:

[5]| Starter GPOs I#.none: j ﬂl
¥ Sites x|

[open the GOedtor | |
i I |71 Y

E Group Policy Management Editor
File Action View Help

e A | NERERN 7 s

Sl s=cRMM Installation we.0.
= il Computer Configuration

Froperties |

. 2:22PM
2y W o M

E secRMM Installation v6.0.2.0

| Policies Select an item to view its description, Marne I
il Preferences i Computer Configuration
5 4 User Configuration %, User Configuration

| Policies
| Preferences
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File  Acton View Help

E Group Policy Management Editor

L EEEE =

_EJ secRMM Installation v&6.0.2.0 [W2003R 2X64DC, SQUAD
= BEJ Computer Configuration
= || Policies
| Software Settings
Software installation
| Windows Settings
| Administrative Templates: Policy definitions
| Preferences
B 42, User Configuration
| Policies
| Preferences

|

F #

[+

Mame | \ersion | Deployment state | Source

There are no items to show in this view.

Right mouse click on “Software installation” and in the popup menu, select New->Package.

File Action View Help

E Group Policy Management Editor

&= |55E 0= HB

_EJ secRMM Installation v6.0,2.0 [W2005R 2X640C, 5QUAD
=l & Computer Configuration

Bl | Polides
Bl | Software Settings
)
| Windows Settings
| Administrative Templ  View b
| Preferences _
= 4%, User Configuration Paste
| Policies Refresh
| Preferences Export List...
Properties
Help

Mame | Version | Deployment state | Source

There are no items to show in this view,

Go to the network share you created above (note: make sure you do not use the local drive here...you
MUST use the network share name) and select the secRMMlInstallx64.msi file.
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_ioix
X
mv |} vwanosr2xsanCve.0.2.0 I | 23| searchve.0.2.0 @1
| ce
Organize +  Mew folder = ~ [ @
W,
B Desktop 21 Name [ Date modified [ ype
& Downloads
P secRMMInstallxg4. msi 1/14/2015 1:48 PM Windows Ins
|
1=l Recent Places
ﬁl secRMMInstallx86. msi 1/14/2015 1:48 PM Windows Ins
- Libraries
@ Documents
J}i Music
[E5] Pictures
E Videos
1% Computer
&, Local Disk (C3)
S d (W7 (X:)
€l Network
=4l | 2
File name: I j IWindows Installer packages (*.rj
Open I Cancel |
&4
Ll | s s | 3

*'(bl]:bﬁ 2127 PM e

1/15/2015

|
E=EE T
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X
OO |,,- = Network » W2008R2X64DC + v6.0.2.0 - m“ Search v6.0.2.0 ¥el
(7]

Organize *  Mew folder 3=z il

B Desktop ;I Mame = | Date modified
4. Downloads

{5 secRMMInstallx64.msi 1/14/2015 1:48 PM

Windows Ins

12| Recent Places
i5F secRMMInstallx8a. msi 1/14/2015 1:48 PM Windows Ins
- Libraries
3 Documents
JT' Music

= Pictures

B videos

;‘; Computer
ﬂ_f, Local Disk (C:)
= d (Vw7 (x2)

'?! Metwork:

=]« | 0

File name: IsecRMMInstaIIxﬁ#.msi j IWindDws Installer packages f*.rj

Open Cancel |
&

x

Select deployment method:

£ Published
" Assigned

Select this option to configure the Published or Assigned options,
and to apphy modffications to a package.

oK I Cancel

On the General tab, change the name from “secRMM” to “secRMM x64”.
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General |Dﬂplnyment I ngrad&al Eateguri&al Mud'rﬁ::atiunsl Sewntyl

[H3ME

— Product information

Version: 6.0

Publisher:

Language: English (United States)
Platfarm: wb4

— Support information

Cortact:

Phone:

URL:

oK I Cancel
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R .
secRMM Properties el A

‘General Deployment |Upgrades| Categnriesl Mud'rﬁcatiunsl Semrrtjrl

— Deployment type
= Published

% Aszsigned

— Deployment options

¥ | suta-inztall thiz application by file extension activation

¥ Uninstall thiz application when it falls out of the scope of

e ot dizplay this package inthe SddiEemoyve Programs comtral

™| [rstallthis application &t logan

— Installation user inteface options

= Bazic

% fdasimum

oK Cancel

When you click the “Advanced” button, another dialog will open:
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Advanced Deployment Options 5[

— Advanced deployment options:
v |gnore l[anguage when deploying this paclkage

[ Include OLE class and product information.

— Advanced diagnostic information:
Product code: {B3212B35-8680-4E65-ARS0-B1ERS18744F5}

Deployment Court: 0

Script name: “squadra.com*.5ysVol\sguadra .com
“Policies
CAD4S04-2A22-493E-B7D3-CFI4F55D ERAZY
“WMachine'Applications
W35VECTD5-04CB-416E-BD38-4827BBA2IBAC] aas

Corce_|

If you have already deployed secRMM and are upgrading, click the “Upgrades” tab and add the previous
secRMM installation GPO. If you are deploying secRMM for the first time, you will skip this step.
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-Emerall Deployment Upgrades ICategnri&al Mod'rﬁ::ationsl Semntyl

Packages that this package will upgrade:

Add... | Bemave

¥ | Fequired upgrade for existing packages

Packages in the cument GPO that will upgrade this package:

Add Upgrade Package El

—Choose a package from

™ Cument Group Policy Object {GPO)

— Package to upgrade

£+ Uninstall the existing package, then install the upgrade package
" Package can upgrade over the existing package

| [ I Cancel
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In the screenshot below, we are upgrading from secRMM version 5.9.0.0. The secRMM version
deployed in your environment may be different. Chose the version that is deployed in your

environment.

Browse for a Group Policy Object i |

" Domains/0Us I Stes Al |

Look in: I}F'_:.] squadra.com
All Group Policy Objects stored in this domain:

Mame

|=[ Defautt Domain Policy
_=;J'sec0ut|ook Event Log Backup and Clear
|5 secOutlook Installation v1.0
EJSECHMM Event Log Backup and Clear
|=[ secRMM Installation v5.6.0.3

= ooV INSTINSTION

=[ secAMM License file dist - logon script

Add Upgrade Package El

—Choose a package from
™ Cument Group Policy Object (GPO)

' A speciiic GPO:
gecRMM Installation v5.9.0.0 Browse ... |
— Package to upgrade

secHMME4 (secEMM Installation v5.9.0.0)
gecRMMEE (secRMM Instalation v6.9.0.0)

™ Uninstall the existing packaage, then install the upgrade package
{*' Package can upgrade over the existing package
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General I Deployment I Upgrades I Categories I Modfications | Set:_lrit'_fl

Mame:

ecRMM x64

~ Product information

Version: 6.0

Publisher:

Language: English (United States)
Platfarm: xb4

— Support information

Contact:

Phone:

URL:

Carcel_|

Now we can add the secRMMInstallx86 (i.e. 32 bit) file.

Right mouse click on “Software installation” again and in the popup menu, select New->Package.
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B Group Policy Management Editor iy ] 4|
File Acton View Help
&= | H5|E o= | HE
_EJ' secRMM Installation v6.0.2.0 [W2008R 2%64DC.SQUADRA, | Name = | Version | Deployment state | Source
= ¢l Computer Configuration secRMM w64 6.0 Assigned VW 2008R 2X64DC 6.0, 2,0\sech M
=[] Policies
= [ Software Settings
Software installation
| Administrative Template iy, v [
| Preferences —_—
= 4 User Configuration Paste
| Policies Refresh
| Preferences Export List. ..
Properties
Help
| | Kl |
|Adds a package. | |

e & & 2| WG] dS B

Go to the network share you created above (note: make sure you do not use the local drive here...you
MUST use the network share name) and select the secRMMInstallx86.msi file.
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E Group Policy Management Editor

=10l x|
Xl
\\W2D0SR2X64DC 6.0, 2.0 | k23 | searchve.0.2.0 O]
jource
Organize ~  New folder = -0 @ W 2008R 2X54DC W6, 0, 2. 0'\sechMI
B Desktop ;I Mame “ | Date modified | Type
& Downloads

2| Recent Places 1/15/2015 1:4 PM

1/14/2015 1:48 PM

Windows Ins

]‘;.E! secRMMInstallxB86.msi Windows Ins
- Libraries
@ Documents
J? Music

[E5] Pictures

E Videos

1% Computer
Q’_i Local Disk {C:)

S d (Nw7) ()
€l Network
=]l | 0
File name: IsecRMMInstalIxSﬁ.msi j IWindnwsInstaIIer packages (*.rj
4
L | il i
| | I
3 | 1 ,\ 2:45PM
”5“'“[ > Eﬂ[l"-‘”ﬂal'@ Pl Py
x
Select deployment method:
' Fublished

" Assigned

Select this option to configure the Published or Assigned options,
and to apply modifications to a package.

On the General tab, change the name from “secRMM” to “secRMM x86”.
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secRMM Properties 2=

General IDepJa],rmem I Upgradesl Categnriesl Mud'rﬁcatiunsl Semrrtjrl

M=

~ Product information

Version: 6.0

Publisher:

Language: English (United States)
Platfam: x86

~ Support information

Cortact:

Phone:

URL:

oK I Cancel
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|
secRMM Properties 2|

‘General Deployment |Upgrad&a| Categori&al Mod'rﬁcationsl Seq..lntjrl

— Deployment type
= Published

¥ Azsigned

— Deployment options

¥ | futarinstall this application by file extension activation

¥ Uninstall this application when it fallz out of the scope of

management

[Ma ot dizplay thiz package inthe Add/Hemove Pragrams control
panel

[ Installithiz application at logon

— Installation user inteface options

" Basic

€% b awimum

Advanced. .. |

oK I Cancel

Make sure that you UNCHECK the “Make this 32-bit X86 application available to Win64 machines.”
checkbox.
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Advanced Deployment Options ﬂ
— Advanced deployment options:
v |gnore [anguage when deploying this package

[T Make this 32-bit X826 application available to Win&4 machines. N D]

[ Include OLE class and product irformation.

— Advanced diagnostic information:
Product code: {4EBF&733-BD0D-45E9-8102-C16DTECBTCERY

Deployment Court: 0

Script name: “\sguadra.com*5ysVol\squadra .com
“Puolicies
WCADASGD4-2822-493E-B7D3-CRIMF55DERAZY
“Machine'Applications
WIA1DA154-BART-457B-A50F-E500B0187EDE] aas

If you have already deployed secRMM and are upgrading, click the “Upgrades” tab and add the previous
secRMM installation GPO (the screen shots will be mostly the same as above so we will not list them all
below). If you are deploying secRMM for the first time, you will skip this step.
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Add Upgrade Package

—Choose a package from

X

™ Cument Group Policy Object (GPO)

A spec P

secRMM Installation v5.5.0.0

— Package to upgrade

gecRMME4 [secRMM Installation v5.5.0.0
secHMMBE (secEMM Installation v5.9.0.0)

pargde package

[ins he exjstin f hen inst
{* Package can upgrade over the existing package

The secRMM Installation GPO is now complete. You can close the GPO Editor by clicking the X in the

upper right hand corner of the dialog.

E Group Policy Management Editor

File Action \View Help

T

&= |75E =

Software installation
" Windows Settings
" Administrative Templates: Policy definitions (AL
| Preferences
= 4#, User Configuration
| Policies
| Preferences

_EJ' secRMM Installation v6.0.2.0 [W2008R.2X64DC.SQUADRA. | Name = | Version | Deployment state | Source
&1 &l Computer Configuration [T/ secAMM x64 8.0 Assigned VW 2008R 2X64DC 6 0. 2.0\sechM!
=l [ Policies (55 sechMM x36 8.0 Assigned
= || Software Settings

VW 2008R 2X64DC 6,0, 2, 0 \secRMr

The final step is to “link” the GPO you just created to computers in your domain. In the screenshot
below, we will link the GPO so that all the computers in the domain get secRMM installed.
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i x

Z File Action View Window Help |;|i|ﬁ|
o Al el =Rk 3l 7 i
|3, Group Policy Management 2| |secRMM Installation v6.0.2.0
= _{S Forest: squadra.com 5 ; . .
= % Domains cope | Details I Settings | Delegation I
ElE=] squadra.com he—t—

EOip thiz dapain, and Link it here. ..

[ _secRMM e S .
'f PO ik o Existing GPO... i fsquadra.com [~
=
-:J' DefaultDy  Block Inheritance bwing sites, domains, and OUs are linked to this GPO:
"J SECR”MC Group Paolicy Modeling Wizard. .. on | Enforced | Link Enabled | P
2 | Domain C — )
- Mew Crganizational Unit
B [ 5 Group Pal
=[ _seck  Search...
'=[ Allow  Change Domain Contraller. .. | _pl
LEf Defa. Remave |
:.—J[ Defal  active Directory Users and Computers. .. ty Filtering
=| secOL

_.I cecoL  New Window from Here ings in this GPQ can only apply to the following groups, users, and computer

5] e Refresh

=[ secRh thenticated Users

\=[ secRM  Properties

=[ sechM

=[ secRM Help | ﬂ

__J' secRMM License file dist - file copy

_-J' secRMM License file dist - logon script Add... Remove | Froperties |
__J' sechMM SafeCopy Firewall Exception - ]
|5 secRMMCentral WinRM and Event Forwarding WMI Filtering

'_-iy WMI Filters This GPO is linked to the following WMI filter:

[5]| Starter GPOs [cnone> = g |

[ Sites |
|Se|ect an existing GPO and link it to this container | |

v % & |89 4 Y

Customizing the installation

You can customize the Group Policy software installation by specifying Microsoft Transform files (MST).
secRMM supplies a MST file for each property (variable) that can be overridden at the command line.
The name of the MST file is also the name of the installation property. The secRMM MST files are in the
secRMMDeployment.zip (in the MSI_Transforms directory) which you can download from the Squadra
Technologies web site.

The MST files are:
ADDSAFECOPYFIREWALLRULE.mst
ARPSYSTEMCOMPONENT.mst
PREVENTALLPROGRAMSPINNING.mst
PREVENTSTARTMENUPINNING.mst
REQUIRESAFECOPYPREAPPROVAL.mst
SAFECOPYISALLOWEDPROGRAM.mst
SECRMMLOCKDOWNMODE.mst
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Linking the installation GPO

Now you are ready to associate this Group Policy Object to your domain. In the Group Policy
Management console, right mouse click on your domain and select “Link an Existing GPO...”.

E,; Group Policy Management
& File Action View Window Help

e A ) W= M ERENN 7 N

_:3 Group Policy Management squ:
= _ﬁ Forest: sguadra.com Link
- |
= g5 Domains
ElEE] s0us0r> g
E=Er DE"-E === 1 10 CI1CT

Link an Existing GPO...

oCK lnheriance

in, and Link it here...

2 | Domg
=[5 Grou
Ef O

A ma Ak _an——_

Figure 1 - Linking the software installation GPO to the domain

Select the “Install secRMM” GPO.
x

Look in this domain: ]

Isquadra.cnm j

Group Paolicy objects:

Mame =

Default Domain Controllers Policy
Default Domain Policy
secRMMCentral WinRM and Event Forwarding

Figure 2 - Linking the "Install sescRMM" GPO to the domain
To ensure that your GPO will work, choose a test system and run “gpupdate /force” from an elevated

command prompt. This will apply the GPO to the system (i.e. install sscRMM). You will need to reboot
the system at this time.

Once the reboot has occurred, you can verify the installation by looking in the System event log for an
Event ID of 302 for secRMM as shown below.
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e s

. l_ “Windows Logs L_euel Date and Time
&) Application (D Information 6/23/2014 11:17:13 A
'.—| Security ':i:'lnformation 62372014 11:17:13 AR
5] Setup (i) Infarmation 6/23/2014 11:17:12 AM
=] Systern (i) Infarmatian 6/23/2014 11:17:10 AM
=] Forwarded Events (i) Infarmation B/23/2014 11:17:11 AM

4 [ Applications and Services Lo| || (7) Inforrmation 6/23/2014 11:17:11 AM
] Brosdcomn Wireless LAN ||| () Informatian 6/23/2014 11:17:07 AM

> | Cisco <

L1

Source

Service Control Manager

Service Control Manager

GroupPalicy

Tirne-Service

Application Managerment Group Policy
Application Managerment Group Policy
Filtertdanager

Ewvent ID
7036
T036
1502

35
308
302

f

Task Cate

Maone
Maone
Maone
Maone
Maone
Maone

Maone

f| Hardware Events
G Internet Explorer
'.—| Key Management Service General

Event 302, &pplication Management Group Policy

'.—| Media Center

> [ Microsoft
| Microsoft Office Alerts
B secRhM

secRMM License file

The secRMM license file needs to be copied to each computer running secRMM in your environment.
You receive the secRMM license file from Squadra Technologies. If you are deploying secRMM with
Active Directory for a test and do not yet have a secRMM license file, you can skip this step. Once you
do get a secRMM license file, you can come back to this section.

Under the network share we created earlier for the installation/deployment, put the secRMM license
file into this folder. Your secRMM license file will have a name similar to your domain name, assuming
you purchased a domain license?. In this document, we will use the name squadra.com.lic for the
license file. Be sure though that you change squadra.com.lic to be the actual file name you received

The install of application secRMM from policy secRMM Deployment succeeded,

from Squadra Technologies (we will point out each place you need to make a change below).

B \\w2008R2x64DC\v6.0.2.0

Gy\_;ﬂv |,., + Metwork = W2008R2x640C ~ v6.0.2.0

Organize *  Sharewith =  Burn  MNew folder

| v6.0.2.0 | jame -
J WinRMZ2.0
) secEMM_GPO_LicenseDist
| secRMM_GPO_LicenseDist
. temp || squadra.com.lic

) Undassified

i3 secRMMInstallxs4.msi
i3 secRMMInstallxas. msi

Right mouse click on “Group Policy Objects” and select “New”.

2 If you purchased a “per computer” license, please use the steps in the secRMM Administrators Guide under the

section named Licensing.
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% Group Policy Management _ |0 =
E
Z File Action View Window Help | ==
o = I ENNER 7 s
= %;f’mains -l Group Policy Objects in squadra.com
Bl E3 squadra.com -
i _secRMM_SalesAndMarketing R | Delegation I
Eiﬁj' Allow Remote_ﬁ\dmi.nish'at'on Name = | GPO Status | W
2/ Default Domain Policy =] _secRMM_SalesAndMarketing Computer configura...  se
If.f secRMMCentral WinRM and Event Forwarding _§.I Alow Remate Administration Enabled Ne
i'-.l oma|Conrs |=] Default Domain Controllers Policy Enabled Me
= RS 2o =] Default Domain Poli Enabled N
2 cy able c
= ;Ilow Rem_ote ad Bad all... _fj secOutlook Event L_Dg Backup and Clear Enabled Nc
_EJ' Default Domain ¢ Manage Backups... _Ej secOutlook Installation v1.0 Enabled Ne
_E.J' Default Domain F Open Migration Table Editor _EJ secRMM Event Log Backup and Clear Enabled MNc
=] secOutlook Even =] secRMM Installation v5.6.0.3 Enabled Ne
=] secOutiook Inst={ [ || =/ secRMM Instaliation v5.8.0.0 Enabled N
= Mew Window from Here = -
_E,f secRMM Event Lt _—J secRMM Installation v5.9.0.0 Enabled Nc
= secRMM Installat  Refresh =] secRMM Installation v6.0.2.0 Enabled Me
(= secRMM Installat |=[ secRMM License file dist -file copy Enabled Ne
(= secRMM Installat Help |=] secRMM License file dist - logon script Enabled Ne
\=[ secRMM Installation v6.0.2.0 =] secRMM SafeCopy Firewall Exception Enabled =
\=[ secRMM License file dist - file copy = secRMMCentral WinRM and Event Forwarding  User configuration .. Mc
_Ej secRMM License file dist - logon script
_EJ' secRMM SafeCopy Firewall Exception
|=[ secRMMCentral WinRM and Event Forwarding
% WMI Filters
[l Starter GPOs
& Sites
E; Group Pol?q’ Maodeling | i I I _'I
|+ Group Policy Results -

|Creahe an unlinked GPO | |

e & & WG] & P e

mewcro x|

Mame:

secRMM License File

Source Starter GPO:

I{nnne} j

Right mouse click on the new GPO and select “Edit”.
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i
Z File Action View Window Help | ==
o = I ENNER 7 s
= %;f’mains -l Group Policy Objects in squadra.com
Bl E3 squadra.com -
i _secRMM_SalesAndMarketing R | Delegation I
Eiﬁj' Allow Remote_ﬁ\dmi.nish'at'on | Name = | GPO Status | W
Efj Default Domain PO_I'CY g _secRMM_SalesAndMarketing Computer configura...  ser
ET:-J_' secRHMCentralll WinRM 5 v | | =] Allow Remote Administration Enabled Ne
iu gomampclgnh'gbn::rsts — _§j Default Domain Controllers Palicy Enabled Ne
=t Group Policy Objec ack Up... 5 ) )
=] _secRMM_SalesAnd!  Restore from Backup... _;[ Default Domain Policy Enabled Nc
= . . _=J' secOutlook Event Log Backup and Clear Enabled Nc
_=J' Allow Remote Admini  Import Settings. .. =
po ng: = .
=/ Defaul ) =] secOutlook: Installation v1.0 Enabled Ne
| Defauit Domain Cont  save Report. . =[ secRMM Event Log Backup and Ol Enabled N
|=] Default Domain Polic _:Jsec vent Log Backup and Clear able q
= secOutiook Eventlo ~ New Window from Here L=[ secRMM Installation v5.6.0.3 Enabled Ne
= secOutiook Installati o =] secRMM Installation v5.8.0.0 Enabled Ne
_gJ' secRMM Event Log B :3\" _EJ secRMM Installation v5.9.0.0 Enabled MNc
o secRMMInstallation Lo =/ secAMM Instalation v6.0.2.0 Enabled Ne
R
= ) ename = )
= secRMM Installation =] secRMM License File Enabled Ne
= secRMM Installation e |=[ secRMM License file dist -file copy Enabled Nc
_%[ sechMM Isiﬁllatin Help _§J' secRMM License file dist - logon script Enabled Nc
_E.,r secRMM License File _EJ secRMM SafeCopy Firewall Exception Enabled s
(=] secRMM License file dist - file copy =] secRMMCentral WinRM and Evert Forwarding  User configuration ... Nc
_EJ' secRMM License file dist - logon script
=| sechMM SafeCopy Firewall Exception
fe Il
_EJ' secRMMCentral WinRM and Event Forwarding
S WMI Filters
5] Starter GPOs
Ezitespl' Modeli ] | —’I
! Group Policy Modeling LI
|open the GPO editor | |
3 = | = I -~ 208 PM
C'-Start[ N & :,[-|-:]|| 3 P PR s

Expand the treeview to “Computer Configuration”->Preferences->"Windows Settings”->Files

Right mouse click on “Files” and from the popup

menu, select New->File.
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E Group Policy Management Editor

Fle Acton View Help
@ | HEed maz Hz RO +

EJ' gecRMM License File [W2008R2%64DC
=l {4 Computer Configuration
7] Policies
=[] Preferences
E [ windows Settings
Environment
Fid-ic:
[T Folds

There are no items to show in this view.

¥ Regi
b Metw
[#] Shor  Copy
(=] ControlF  Print
= 4#, User Configurati  Refresh
7] Policies
7| Preferences

Description

No polides selected

1] | 1, Preferences A Extended # Standard /
|A:Id a new file item | |

ool & & (WG] de R e
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New File Properties x|

General I Common |

@? Action: IUpdate j
Source file(s): I
Destination File: I
[ Suppress errors on individual file actions

Attributes

™ Read-only

™ Hidden

V¥ Archive

0K Cancel Apply Help

Remember, your license file name will be different than the screenshot below.
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open x|
Lookin: | J) v6.0.20 e T e E
Mame = |v| Date modified |v| Type |~r| Size |v|
@SEERMMIHSE"KG‘#.I‘HN 1/14/2015 1:48 PM  Windows Installe. .. 7,656 KB

patallege msi 1/14/2015 1:48 PM  Windows Installe. .. 6,268 KB
squadra.com.lic 1/9/20149:22 AM  LIC File

File name: Isquadlﬁ.mm.lic

Files of type: | All Files () = Cancel |

v

Now, in the “Destination File” field, type the directory and file name of the secRMM license file. The

directory will be “C:\Program Files\secRMM\” (unless you specified a different installation directory in
which case, you would use that directory named instead).
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i New File Properties

General | Common |

@? Action: |pdate

X

Source file(s):

Y 2008R 2%64DC W, 0. 2. 0'squadra. com. lic

I C:\Program Files\secRMM'squadra. com. lic

Suppress errors on individual file actions
Attributes

Destination File:

[ Read-only
I~ Hidden
¥ Archive

] = =1 =

E Group Policy Management Editor

File  Action View Help

e (a8 XE=p = [ Ha R e *

=l 4 Computer Configuration
[ Policies
= [ Preferences
E ] Windows Settings
Environment

_EJ secRMM License File [W2008R 2X64DC '.=.' .
& Files

Processing

Action

Source

B

[Cif Folders

' Registry

k2l Network Shares
[#] Shortcuts

(=] Control Panel Settings
= ##, User Configuration

[ Polices

] Preferences

% squadra,com.lic

Update

WY 2008R 2X64DC 6. 0

For this GPO, you will associate a WMI Filter to the GPO so that this GPO will only run on computers that

have secRMM installed. Right mouse click on “WMI Filters” and select “New”
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ﬁ Group Policy Management
5, File  Action View Window Help

&= |%F ol H
_==_u£ Group Policy Management WMI Filters in squadra.
= _ﬁ Forest: squadra.com

= (&L Domains Contents | Delegation I
Sl s_quadra.com . Name ~ | Description
Eﬁ:ﬁrj' ;jemgM_SiE::néﬂzrkitﬂg % secRMM  Computers with secRMM installed
A oW REMO minisTaoon

i/ Default Domain Policy

E?‘j' secRMMCentral WinRM and Event Forwarding
|2 Domain Controllers
[5f Group Policy Objects
= [ WMI Filters

57 sechMM
[ Starter GPOs
[ Sites

ﬁ Group Policy Management

=10 x|
Z File  Action View Window Help | oy = |
€= #m|0]cH=
Eﬂ;g’ulﬂ Policy Management VWMI Filters in squadra.com
= Forest: squadra.com =
= (£ Domains Cortents | Delegation I
B '}F’E] s_quadra.com ) Name = | Description | Linked GPO

g ;jECR“M—SB'ES:”dMaka“”Q  secRMM  Computers with secRMM installed <multiple>

E ow Remote Administration

i/ Default Domain Policy

E?J secRMMCentral WinRM and Event Forwarding
|2 Domain Controllers
[ 5t Group Palicy Objects
B &
5 sechM
[ starter grg PR
[ @ sites
£ Group Policy Modeli
|4 Group Policy Result

View 3
Mew Window from Here

Refresh

Help

1 |

|Create a new WMI filter

| |
o]l A & ] & o

2y W oy M
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newwniriter x|

MName:

Mew WM Fitter

Description:

Queries;
Namespace | Query | Add

Bemowve

Edit

i

Save I Cancel

Newwmifiter x|

MName:
Ise-: RMM

Description:
ICnmerters with secRMM installed|

Gueries:

MNamespace | Query |

Hemowve

Edit

L[

S ave I Cancel

In the Query field, type (or cut and paste):
SELECT Name FROM _ NAMESPACE WHERE Name = 'secRMM'
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x

Mamespace:
ImnﬂCIM‘uZ Browse... |
Queny:

SELECT Mame FROM _NAMESPACE WHERE Name = 'secRMM’ ﬂ

Note: There appears to be a bug in Windows 2012 R2 that will show the following Warning.
You can safely ignore this warning.

- Warning | -

. Either the namespace entered is not a valid namespace on the local
__I; computer or you do not have access to this namespace on this
computer. Itis possible this is a valid namespace on the remote
computer(s). If you wish to use this namespace, press OK. Press cancel
to choose another namespace,
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X

MName:

Isec RMM

Description:

ICnmerters with secRMM installed

Queries:
MNamespace | Query | d
root\CIMw2 SELECT Mame FROM _ NAMESFPACE

WHERE Name ="secERMM’

Now the GPO WM Filter is created.

E,-: Group Policy Management

‘5L File Action View Window Help
& | 7= 8| lc|HFE

#x) Allow Remote Administration
=/ Default Domain Policy
E?J secRMMCentral WinRM and Event Forwarding
|2 Domain Controllers
= [ 5t Group Policy Objects
=] _secRMM_SalesAndMarketing
|=[ Allow Remote Administration
_EJ Default Domain Contrallers Policy
|E[ Default Domain Policy
_EJ secOutlook Event Log Backup and Clear
|=[ secOutlook Installation v1.0
_EJ secRMM Event Log Backup and Clear
|=[ secRMM Installation v5.6.0.3
|E[ secRMM Installation v5.8.0.0
|E] secRMM Installation v5.9.0.0
\E] secRMM Installation v6.0.2.0
|=] secRMM License File
_EJ secRMM License file dist - file copy
_EJ secRMM License file dist - logon script
_EJ secRMM SafeCopy Firewall Exception
=[ gecRMMCentral WinRM and Event Forwarc

EBE v Fiters I

=]

| ] Starter GPOs
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Now click back on the GPO you created.

b File Action View Window Help

ﬂ Group Policy Management

~1olx|
JRETET

&= 7= 8 X HF

(=z/ Allow Remote Administration
=i/ Default Domain Policy
ET‘.I secRMMCentral WinRM and Event Forwarding
2| Domain Controllers
= [ 5 Group Palicy Objects
=[ _secRMM_SalesAndMarketing
=] Allow Remote Administration
_§J' Default Domain Controllers Policy
|=[ Default Domain Palicy
_EJ' secOutlook Event Log Backup and Clzar
£ secOutlock Installation v1.0
_EJ' secRMM Event Log Backup and Clear
|E[ secRMM Installation v5.6.0.3
|E] secRMM Installation v5.8.0.0
=] secRMM Installation v5.9.0.0

erE MM Tnsis

B

_Ej secRMM License file dist - logon script
_EJ' secRMM SafeCopy Firewall Exception
_EJ' secRMMCentral WinRM and Event Forwarc
= [ WMI Filters
& secRMM
]l Starter GPOs
@ Sites
£ Group Policy Modeling
"+ Group Policy Results

| »

secRMM License File
Scope | Details I Settings I Delegation I
Links
Digplay links in this location:

~

Isquadla.corn
The following sites, domains, and OUs are linked to this GPO:

Location =~ | Erforced | Link Enabled | Path
4| | i3
Security Rltering

The settings in this GPO can only apply to the following groups. users, and computers:

Name =
82 Autherticated Users

l

Add... Remave | Froperties |

WMI Filtering
This GPO is linked to the following WMI fitter:

I—‘.I'lDﬂE?

j [ pern |

Select the secRMM WMI Filter you just created.
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Action  View Window Help

.zl File

E-: Group Policy Management

~10(x]
=181

e« 2ncHE

=/ Allow Remote Administration
i»/ Default Domain Policy
E?J secRMMCentral WinRM and Event Forwarding
2 | Domain Controllers
E [ 5 Group Policy Objects
=[ _secRMM_SalesAndMarketing
(= Allow Remote Administration
_EJ Default Domain Controllers Policy
\=[ Default Domain Policy
_'J' secOutiook Event Log Backup and Clear
|= secOutiook Installation v1.0
_EJ' sechMM Event Log Backup and Clear
|=[ secRMM Installation v5.6.0.3
= secRMM Installation v5.8.0.0
= secRMM Installation v5.9.0.0
= secRMM Installation v&.0.2.0
=[ secRMM License File
_EJ secRMM License file dist - file copy
_EJ secRMM License file dist - logon script
_EJ secRMM SafeCopy Firewall Exception
\=[ secRMMCentral WinRM and Event Forwarc
=1 [ WMI Filters
5 secRMM
[l Starter GPOs
@ Sites
565 Group Policy Modeling
% Group Palicy Results

2

"L

l |

secRMM License File
Scope |Detail5| Settings | Delegation |
Links
Digplay links in this location:

~

Isquadla.com

The following sites, domains, and Ols are linked to this GPO:

Location = | Enforced | Link Enabled | Path
4| | i
Security Rltering

The settings in this GPO can only apply to the following groups, users, and computers:

Name =
82 Athenticated Users

1

Add... Remove | Froperties |

WMI Filtering
This GPO iz linked to the following WM filter:

I#.none:

|
e & & ] <

Group Policy Management

Would you like to change the WMI filter to secRMM
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—Ioix]

3 File Action View Window Help |;li|l|
L Aeal Eal NN
i Allow Remote Administration »||eecRMM License File

i/ Default Domain Policy

Scope i i i
52/ secRMMCentral WinRM and Event Forwarding ¥ | Details | Settings I Delegation

3| Domain Controllers Links

El L5 Group Policy Objects Display links in this location:
=[ _secRMM_SalesAndMarketing
=] Allow Remote Administration The following stes, domains, and OUs are linked to this GPO:
_f.j' Default Doma!n Cm.wtrollers Paolicy Location = I Erforced I Link Enabled I Path
|=[ Default Domain Policy
_E_j' secOutlook Event Log Backup and Clear
|5 secOutiook Installation w1.0
_EJ' secRMM Event Log Backup and Clear P | | _,I
|=[ secRMM Installation v5.6.0.3 .
\=[ secRMM Installation v5.8.0.0 Security Filtering

5[ secRMM Installation v5.9.0.0
[=[ secRMM Installation v&.0.2.0
= secRMM License File Name =

_EJ' secRMM License file dist - file copy gﬁutherrticated Users
_EJ' secRMM License file dist - logon script
_EJ' secRMM SafeCopy Firewall Exception

The settings in this GPO can only apply to the following groups, users, and computers:

\=[ secRMMCentral WinRM and Event Forwarc | I_’I
B [ WMI Filters :
5 secRMM Add... Remove | Froperties |
5] Starter GPOs - ]
[ Sites WMI Filtering
5 Group Policy Madeling This GPO is linked to the following WMI fiter:

= Group Palicy Results IgecHMM j Open

Y
-
<]

Linking the license file GPO
The final step is to “link” the GPO you just created to computers in your domain. In the screenshot

below, we will link the GPO so that all the computers in the domain (with secRMM installed; this is
because of the WM Filter) get the secRMM license file copied to it.
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—ioix

Z File Action View Window Help |;|i|ﬁ|
o A sl =N =N N B
_%5 Group Policy Management 4l |secRMM License File

: dra.
= —TS Forest: squadra.com Scope | Details I Settings I Delegation I

= (£ Domains
==1=quadra.com =t
= }dj dld nain, and Link it here... o i
= ;llow Rerr- in thig location: Isquadla.com j
i/ DefaultDr b sites, domains, and Ols are linked to this GPO:
ET}_[ SECR”MC Group Policy Modeling Wizard... N | Erforced | Link Enabled | Path
i'—,‘ Damain C - ey Organizational Unit
El [ 5 Group Pol
=[ _secR  Search...
'=[ Allow  Change Domain Controller. ., | _,I
5[ Defa. Remove |
= Defau active Directory Users and Computers... ltering
=| secOL
é cecoL  New Window from Here in this GPO can only apply to the following groups, users, and computers:
=[ secRh
Refresh
=[ secRh icated Users
\=[ secRM  Properties
=[ sechM
=] sechh Help i
—E"r secRMM License File J Add... Remove | Froperties |

_EJ' secRMM License file dist - file copy
_EJ' sechMM License file dist - logon script -
|=] secRMM SafeCopy Firewall Exception WMI Filtering

|=] secRMMCentral WinRM and Event Forwarc This GPO is linked to the follawing WM fiter:

=] ;?WP‘II Filters _ILI IsecHMI‘v‘I j Open
J - | »

|Se|ect an existing GPO and link it to this container | |

o & & oo <
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xq

Look in this domain:

Isquadra.cnm j

Group Policy objects:

Mame = | ﬂ
secRMM Event Log Backup and Clear

secRMM Installation v5.6.0.3
secRMM Installation v5.58.0.0
secRMM Installation v5.9.0.0
i Sall. 2.0

- file copy
secRMM License file dist - logon script
secRMM SafeCopy Firewall Exception
secRMMCentral WinRM and Event Forwarding -

Troubleshooting

This section helps you troubleshoot your Active Directory environment when the software does not get
deployed.

gpupdate and gpresult

Microsoft gives you command line programs when working with Active Directory GPO. These programs
are gpupdate and gpresult.

To use gpupdate, go to a computer in the domain that is targeted to have the GPO applied to it. Open a

CMD (DOS) window in Administrator mode (UAC). To force the GPOs to run, you type gpudate /force.
You will see output as shown below.
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o Administrator; cmd - Shortcut - gpupdate fforce =

srgpupdate Aforce

pdnb 1y PULILY...
omputer Policy update has completed successfully.

he following warnings were encountered during computer policy processing:

he Group Policy Client Side Extension Software Installation was wunable to apply
one or more settings hecauze the changez must he procezzed hefore suztem startu

or user logon. The system will wait for Group Policy processing to finish comp
letely hefore the next startup or logon for thisz wuser. and thiz may result in s1

ow startup and hoot performance.
ser Policy update has completed successfully.

For more detailed information, review the event log or run GPRESULT ~H GPReport.
html from the command line to access information about Group Policy results.

ertain Computer policies are enabled that can only run during startup.

0K to restart? (Y-N2

You can respond that it is OK to restart the computer by typing the letter Y. When you type the Y, you
will see Windows being the reboot.

You're about to be signed out

Windows will shut down in less than a minute.

If you watch the screen while the computer is rebooting, you will see new software being installed as
shown below.

- Applying software installation settings...

Once the computer restarts, the GPO rules for the computer will be applied. You can check that the
GPO was applied to the computer by using the gpresult program.
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To use gpresult, open a CMD (DOS) window in Administrator mode (UAC). Type gpresult /scope
computer /h gpreport.html®. The output of the gpresult is stored in the file gpreport.html.

E Administrator: cmd - Shortcut

swrgpresult Ascope computer <h gpreport._html

RN

Now, just type gpreport.html at the command line and Windows will invoke your default browser to
display the gpreport.html file.

= Administrator: cmd - Shortcut

swrgpreport  html

A browser will open. Look for the secRMM installation in the report as shown below.

3 You need to make sure the file gpreport.html does not already exist. If it does, just delete it or use a different
name for the output file.
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General
Computer name CONTOSONDC
Domain CONTOSO com
Site Default-First-Site-Mame
Organizational Unit CONTOSO com/Domain Controllers
Security Group Membership show
Component Status
Component Name Status Time Taken Last Process Time
Group Policy Infrastructure Success 203 Milisecondis) 1/20/2015 10:61.30 AM
Registry Success 110 Milisecondis) 12072015 10:34.05 AM
secRMM Group Policy Success (o data) 250 Milisecondis) 12072015 10:46:29 AM
Security Success 1 Secondiz) 281 Milisecond(s) 12072015 10:34.06 AM
Software Installation Success 13 Second(s) 141 Milisecond(s) 1/20/,2015 10:41:29 AM
Settings
Software Settings
Installed Applications
secRMM x64
Winning GPO secRMM Installation v6.0.3.0
Product Information
Name secRMM x64
Wersion 6.0
Language English {United States)
Platfarm x64d
Support URL
Deployment Information
General Setting
Deployment type igned
Deployment source WOCwE.0.3.0'secRMMInstalbo64 msi
Uninstall this application when it falls out of the scope of management able

If you do not see the secRMM installation in the report, then it is likely that when you associated the
GPO to the computers in your domain, this computer was not in the group you targeted. Please contact
Squadra Technologies support and we can help you troubleshoot further.

Windows 7

If you find that the secRMM GPO install is failing on Windows 7, look for event id 1055 in the System
event log. If there is an event id 1055 in the System event log, please follow the Microsoft KB article
https://support.microsoft.com/en-us/kb/2421599 to resolve the issue.

Contacting Squadra Technologies Support

Squadra Technologies Support is available to customers who have purchased a commercial version of
secRMM and have a valid maintenance contract or who are in a trial mode of the product.

When you contact Support please include the following information:

1. The version of secRMM you have installed.
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2. The Windows versions you have installed: XP, 2003 Server, 2008 Server R2, Vista, Windows 7,
etc.

3. The version of Active Directory server you have installed.
4. Whether the Windows Operating System is 32bit or 64bit.

5. The specificissue you are contacting support for.

About Squadra Technologies, LLC.

Squadra Technologies delivers innovative products that help organizations get more data protection
within the computer infrastructure. Through a deep expertise in IT operations and a continued focus on
what works best, Squadra Technologies is helping customers worldwide.

Contacting Squadra Technologies, LLC.

Phone 562.221.3079 (United States and Canada)
Email info@squadratechnologies.com
Mail Squadra Technologies, LLC.

World Headquarters
7575 West Washington Ave. Suite 127-252
Las Vegas, NV 89128
USA
Web site http://www.squadratechnologies.com/
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